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Abstract: 

         The Globalization of digital technology has set its path to rose up as the new light house for the human 

civilization. and since the covid-19 pandemic has ended it’s coursed the digital tech has been on a boon. But 

nonetheless it has also started a new issue as the security of various platforms of the digital technology is in jeopardy. 

And in order to tackle this issue cyber security has come into action where the motive is to defend computer servers, 

mobile devices, electronic systems, networks and malicious attacks. as it is also known as the information technology 

security or electronic information security. Banking sector plays a crucial role in supporting a countries’ economy and 

protecting it from any cyber-attacks will be the main concern as Indian has declared in the late 2022. that it has set its 

path to becoming a tech giant and managing the financial services will not be a problem and in order to do this they 

have various security models which they have introduced in the banking sector. And cryptocurrency which a part of 

the digital tech is also on a boon with the help of the block chain technology it has set its course as the new digital 

currency and Andhra Pradesh has also made relevant improvements by using the block chain tech.  

 

INDEX TERMS:   Paramountcy of cyber security, cyber security models in the banking sector, India’s new plan on 

banking sector, The future of cryptocurrency, block chain technology in Andhra Pradesh. 

 

    INTRODUCTION: 

   

                              Cybersecurity is one of the leading niches of information technology. It refers to the tools, fabrics, 

ways, and practices enforced to insure the screen of computing, information, and other systems and significance, 

nonidentical courses on Cyber Security are accessible. still, one thing that they generally do not cover or cover 

meagerly is the history or ground of cyber screen, which we're going to bandy in detail then. Contrary to popular 

supposition, the field of cyber screen isn't an invention that has only lately come into existence. However, you're 

wrong, because guarding data that's only inside the computer and not over any network, if you suppose that the onsets 

of cybersecurity may be traced ago to when computers first got access to the internet. With the dawn of the world-

wide trap, inaugurating antivirus software was necessary to cover your computer from raids. Indeed, though disastrous 

assaults ago also weren't as well- known as they're moment, the history of cyber screen pitfalls has kept pace with the 

enhancement in information technology. Without knowing the history of cybersecurity, one cannot completely 

comprehend its significance. we ’ll examine the literal ground of cybercrime and cybersecurity. For serving 

consequently, we ’ll look at the history of cyber screen pitfalls. Since computers got connected to the internet and 

began swapping dispatches, cybercrime has mainly changed. Indeed, if the quantum of threat is mainly advanced now 

than it was ago also, computer druggies have been understandably covered about these pitfalls for a long time. Cyber 

pitfalls come in numerous forms. Phishing, online data loss, and ransomware attack incidents frequently be each over 

the world. Chancing a means to reduce security breaches, still, is now more pivotal than ever. Machine literacy and 

artificial intelligence are two technologies that could see a rise in use in cybersecurity. For numerous businesses 

moment, the trouble to help cyberattacks is pivotal. ultramodern technology is thus needed to do so in further 
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meaningful and effective ways. These are but a many of the options. It may be necessary to make several new ways 

to automate the procedure. That's why the business places such a high value on new skill development. The 

cybersecurity request is still expanding and thriving. Using recent technology reduces hazards. It's pivotal to stay one 

step ahead of the pitfalls. To do so, it constantly takes largely professed experts from the sector.  

 

 

Cryptocurrency: 

                     All cryptocurrencies partake certain characteristics. The first one is decentralization. utmost, if not all 

cryptocurrencies aspire to come decentralized realities in which anyone should be suitable to validate deals being 

within a network. Mining algorithms, which are the most common way to corroborate a sale, use cryptography tools 

similar as hash functions and mystification-friendly features to corroborate deals. The use of blockchains is another 

participated point among cryptocurrencies. Blockchains are data structures that act linked lists in which each element 

points to the former bone. Because the chain of blocks is linked together, it's resistant to security breaches. Blockchains 

are distributed checks that cryptocurrency technology relies upon in order to keep track of a currency's deals. 

.       

  PARAMOUNTCY OF CYBER SECURITY: 

  

                                     A cryptocurrency is a digital currency based on a network that is scattered across a huge 

number of computers. The decentralized system of cryptocurrency makes it faster and cheaper to transfer money. It 

does not crumble at a single point of failure. 

        

 1. sale speed 

         still, there are many ways to move plutocrat or means from one account to another faster than you can with 

cryptocurrency, If you want to shoot someone plutocrat in the United States. utmost deals. A line transfer generally 

takes at least 24 hours. Stock trades settle in three days. But one of the advantages of cryptocurrency deals is that they 

can be completed in a matter of twinkles. Once the block with your sale in it's verified by the network, it's completely 

settled and the finances are available to use. 

 

2. sale costs 

   The cost of transacting in cryptocurrency is fairly low compared to other fiscal services. For illustration, it's not 

uncommon for a domestic line transfer to cost 2047 Rupees or 2,457 Rupees. transferring plutocrat internationally 

can be indeed more precious. Cryptocurrency deals are generally less precious. still, you should note that demand on 

the blockchain can increase sale costs. Indeed so, median sale freights remain lower than line transfer freights indeed 

on the most congested blockchains. 

 

3. Availability 

   Anyone can use cryptocurrency. All you need is a computer or smartphone and an internet connection. The process  

of setting up a cryptocurrency portmanteau is extremely fast compared to opening an account at a traditional fiscal 

institution. There is no ID verification. There is no background or credit check. Cryptocurrency offers a way for the 

unbanked to pierce fiscal services without having to go through a centralized authority. There are numerous reasons 

a person may be unfit or unintentional to get a traditional bank account. Using cryptocurrency can allow people who 

do not use traditional banking services to fluently make online deals. 

 

4. Security 

     Unless someone earnings access to the private key for your crypto portmanteau, they cannot subscribe deals or 

access your finances. still, if you lose your private key, there is also no way to recover your finances. likewise, deals 

are secured by the nature of the blockchain system and the distributed network of computers vindicating deals. As 

further computing power is added to the network, it becomes indeed more secure. Any attack on the network and 

attempt to modify the blockchain would bear enough computing power to confirm multiple blocks before the rest of 

the network can corroborate the tally's delicacy. For popular blockchains similar as Bitcoin (CRYPTOBTC) or 

Ethereum (CRYPTOETH), that kind of attack is prohibitively precious. 

 

5. sequestration 

      Since you do not have to register for an account at a fiscal institution to distribute with cryptocurrency, you can 

maintain a position of sequestration. Deals are pseudonymous, which means you have an identifier on the blockchain-

- your portmanteau address-- but it does not include any specific information about you. 
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This position of sequestration can be desirable in numerous cases (both innocent and lawless). That said, if someone 

connects a portmanteau address with an identity, all of the sale data is public. There are several ways to further mask 

deals, as well as several coins that are sequestration- concentrated to enhance the private nature of cryptocurrency. 

 

 

6. translucency 

           All cryptocurrency deals take place on the intimately distributed blockchain tally. There are tools that allow 

anyone to look up sale data, including where, when, and how important of a cryptocurrency someone transferred from 

a portmanteau address. Anyone can also see how important crypto is stored in a portmanteau. This position of 

translucency can reduce fraudulent deals. Someone can prove they transferred plutocrat and that it was entered or they 

can prove they've the finances available for a sale. 

 

7. Diversification 

      Cryptocurrency can offer investors diversification from traditional fiscal means similar as stocks and bonds. While 

there is limited history on the price action of the crypto requests relative to stocks or bonds, so far, the prices appear 

uncorrelated with other requests. That can make them a good source of portfolio diversification. By combining means 

with minimum price correlation, you can induce further steady returns. However, your crypto asset may go over and 

vice versa, If your stock portfolio goes down. Still, crypto is generally veritably unpredictable and could end up adding 

the volatility of your overall portfolio if your asset allocation is too heavy on crypto. 

 

8. Affectation protection 

       numerous see Bitcoin and other cryptocurrencies as offering protection against affectation. Bitcoin has a hard cap 

on the total number of coins that will ever be formed. So, as the growth of the plutocrat force outpaces the growth in 

the Bitcoin force, the price of Bitcoin ought to increase. There are multitudinous other cryptocurrencies that use 

mechanisms to cap force and can act as a barricade against affectation. 

 

   CYBER SECURITY MODELS IN THE BANKING SECTOR:                 

      

   These models are also known as the classic securities models  

1. Bell- LaPadula 

2. Biba 

3. Clarke Wilson Security Model 

4. Brewer and Nash Model 

5. Harrison Ruzzo Ullman Model 

 

Bell- LaPadula 

    The ModelModel was created in the 1950s by Scientists David Elliot Bell and Leonard.J.LaPadula.Thus the    

ModelModel is known as Bell- LaPadula Model. Bell- LaPadula Model. This ModelModel is used to cover the 

security of confidentiality. In this case, the groups used to classify Subjects and Objects (lines) are arranged in anon-

discretionary manner and about colorful layers of secret. 

 

It has three primary rules 

 

SIMPLE CONFIDENTIALITY RULE  
    The Simple Confidentiality Rule says that the Subject can read the lines on the same Subcase of Secrecy and the 

Lower Layer of Secrecy but not the Advanced Subcase of Secrecy because of this, this rule is known as No- Read- 

UP. Star Confidentiality Rule 2 This rule stated that the Subject is only suitable to write the document on the same 

subcase of secretiveness but not suitable to write in the lower Subcase of Secrecy, and that's why we called this rule 

a No Write- down The STRONG STAR CONFIDENTIALITY Rule Strong Star Confidentiality Rule is largely secure 

and robust that countries that the Subject can read and write documents on the same Subcase of Secrecy only, and not 

on the upper subcase of Secrecy or the Lower Layer of Secrecy This is why this rule is appertained to as NO READ 

WRITE and DOWN. 

 

Biba 

     This Model was developed in the work of Scientist Kenneth.J. Biba. thus, this ModelModel is known as Biba 

Model. This ModelModel is used to guard security by icing Integrity in Security. The groups used to classify Subjects  
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and Objects( lines) are arranged in anon-discretionary way about colorful secret layers. This is the exact contrary to 

that of the Bell- LaPadula Model. 

 

It's comprised of 3 Rules 

 

SIMPLE Integrity RULING According to this rule, the subject can read the train on the same and upper subcaste of 

secretiveness but can not read the lower Subcaste of Secrecy; because of this, it's also known as NO- READ- Down. 

Star Integrity Rule This rule states that the Subject can only write lines that are on the same and the Lower Layer of 

Secrecy but can not write on the upper Subcaste of Secrecy because of this, we called this rule a NO WRITE- UP 

STRONG STAR INTEGRITY RULE 

 

Clarke Wilson Security Model 

       Model is a largely secure model that's largely secured. It includes the ensuing rudiments. SUBJECT It’s any 

stoner who requests Data particulars. CONSTRAINED DATA particulars They aren't accessible directly from the 

stoner. These must be accessible through the Clarke Wilson Security Model. Unconstrained DATA particulars They 

can be directly penetrated via the Subject. The factors of Clarke Wilson Security Model metamorphosis PROCESS 

This is where the Subject’s request to gain access to the constrained Data particulars is reused via the Transform 

process, which transforms it into warrants and forwards it to the Integration Verification Process Integration 

VERIFICATION Process Integration Verification Process will perform authentication and authorization. The Subject 

will be granted access to the confined data particulars if the process succeeds. 

 

Brewer and Nash Model 

    The ModelModel is also appertained to as “the Chinese wall model. It can exclude conflict of interest by precluding 

individualities, like advisers, from subscribing onto further than one COI, i.e., rows of interest’s orders. The revision 

of access control programs is grounded on the geste of druggies. This means that if a stoner who has access to the data 

is on the other side, they cannot pierce data from the other side or are unapproachable to the same stoner. 

 

Harrison Ruzzo Ullman Model 

      Harrison’s Ruzzo Ullman model is also an add- on model to the BLP model. The Bell- LaPadula model lacks a 

medium for changing access boons or creating or deleting objects or subjects. This Model, the Harrison Ruzzo Ullman 

Model, fixes the issue by authorizing the structures to be used for access rights distribution and checking compliance 

with the policy that prohibits access tonon-authorized druggies. This Harrison Ruzzo Ullman Model can be enforced 

through an Access Control list or Capabilities List. 

 

 

INDIA’S NEW PLAN ON BANKING SECTOR: 

  

           The banking sector in India has been a pivotal element in the country’s profitable growth, furnishing fiscal 

services and support to individualities, businesses and the government. Indian banks have been flexible and resisted 

the strong headwinds that significantly impacted other husbandry in the last many months. still, the current ecosystem 

of the banking assiduity is marked by several challenges, similar as asset quality, digital metamorphosis and icing 

fiscal addition. The Union Budget 2023 has addressed these enterprises through colorful measures aimed at boosting 

the banking sector and perfecting the overall fiscal geography of the country. 

Strengthening the fiscal ecosystem 

   The budget for this time gestured the government’s intention to maintain stability while fostering balanced profitable 

expansion. The suggested policy reforms and lesser capital infusion will stimulate MSMEs and the incipiency 

ecosystem. One of the major highlights was revamped credit guarantee scheme. This new scheme will also enable 

two lakh crores of new collateral-free guaranteed backing. It would increase the growth of MSMEs in India while 

enhancing their transnational competitiveness. likewise, credit costs are to be reduced by about 1. It'll prop the asset 

quality of small business loans for public sector banks. 

Greater focus on governance and investor protection 

   fiscal controllers in India have contributed to developing one of the world’s most robust banking and fiscal systems. 

According to the Union Budget 2023, a public fiscal information registry would be established to act as the central 

depository for fiscal and ancillary data. This will enhance the effective inflow of credit, increase fiscal addition, and 

support fiscal stability. In addition, authorities of the fiscal sector controllers will be needed to conduct a full 

assessment of being legislation to cut costs and simplify compliance. 
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contemporaneously, the proposed variations to the Banking Regulation Act, the Banking Companies Act, and the 

Reserve Bank of India Act aim to ameliorate bank governance and enhance investor protection. In addition to 

strengthening the internal mechanisms and operations of fintech and data- driven credit disbursement companies, this 

action will prop banking authorities in promoting fiscal addition and fostering better credit installations. This, in turn, 

may lessen the compliance burden and ameliorate the ease of doing business in India. 

 

   Crucial Investments And Developments In India’s Banking Assiduity Include 
 

    1.)  M&A exertion with an India angle hit a record US$ 171 billion in 2022. 

 

    2.) As per report by Refinitiv, Domestic M&A exertion saw record situations of exertion in 2022 atUS$119.2 

billion, up156.3 from 2021. Companies like HDFC Bank, HDFC, Ambuja Cements, ACC, Adani Group Biocon, 

Mindtree, L&T Infotech, AM/ NS, Essar Anchorages were involved in M&A deals in 2022. 

 

 3.) In April 2022, India’s largest private bank HDFC Bank blazoned a transformational junction with HDFC Limited. 

 

4.) On November 09, 2021, RBI blazoned the launch of its first global hackathon' precursor 2021 – Innovation for 

Transformation' with the theme ‘Smarter Digital Payments’. 

 

5.) In November 2021, Kotak Mahindra Bank blazoned that it has completed the accession of a9.98 stake in KFin 

Technologies for Rs. 310 crores (US$41.62 million). 

 

6.) In October 2021, Indian Bank blazoned that it has acquired a13.27 stake in the proposed National Asset 

Reconstruction Company Ltd. (NARCL). 

 

7.) In July 2021, Google Pay for Business has enabled small merchandisers to pierce credit through tie- up with the 

digital lending platform for MSMEs — Flexi Loans. 

 

8.) In February 2021, Axis Bank acquired a9.9 share in the Max Bupa Health Insurance Company for Rs90.8 

crore(US$12.32 million). 

 

9.) In December 2020, in response to the RBI’s exemplary communication, the Digital Lenders ’ 

Association issued a revised law of conduct for digital lending. 

 

10.) On November 6, 2020, WhatsApp started UPI payments service in India 

on entering the public Payments Corporation of India (NPCI) blessing to ‘Go Live’ on UPI in a canted manner. 

 

THE FUTURE OF CRYPTOCURRENCY: 

 

 

                                        Finance Minister of India made  made two adverts in Union Budget 2022- 23 significant for 

the crypto asset assiduity of India. The Indian government will levy a 30 duty on the profit earned by crypto- means, 

and the Digital rupee will be introduced in the financial time 2022- 23. After being alive and reticent to borrow 

cryptocurrency, the Indian government has eventually decided to open up to the virtual form of plutocrat.  

There's still confusion about the future of cryptocurrency, but these adverts have given a clear signal to crypto suckers 

that crypto is one step closer to being legal in the country. Cryptocurrencies have been in rotation since 2009 but for 

the last couple of times, unknown growth has been seen in this asset class. Crypto means are veritably popular among 

youngish investors who have a better appetite for threat and are enthusiastic about acquiring acceptable fiscal 

education to reap the benefits of the ever- changing geography of digital finance. According to a report by The 

Economic Times, around 20 million Indians are dealing in cryptocurrency. As per the 2021 Global Crypto Adoption 

indicator issued by Chain analysis, a company specializing in blockchain analysis, the world witnessed an 880 jump 

in crypto relinquishment. An indicator scores of0.37 garnered India alternate place in the indicator behind Vietnam. 

The Indian crypto request saw a growth of 641 in a time. easily, the crypto request world over is showing great 

eventuality and is arising fleetly. It seems to be a promising assiduity for India too. The conception of cryptocurrency 

was participated with the world by Satoshi Nakamoto, a alias, further than a decade ago in the time 2008.  “Bitcoin A 

peer- to- peer electronic cash system ” on the internet. The first cryptocurrency known as Bitcoin came into actuality 

in the ensuing time. The introductory idea behind digital currency was to count the third party from the electronic sale 
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and let the sender and receiver have complete control over their plutocrat. Since the commencement of Bitcoin, a lot 

of cryptocurrencies have surfaced in the digital fiscal system. presently, there are around 9000 different 

cryptocurrencies around the world like Ethereum, Tether, Dogecoin, Solana etc.  

 

Technology Involved 

      Cryptocurrency is a virtual currency that's translated by canons using Blockchain technology. The encryption 

process makes the currency secure against fake. At the moment cryptocurrencies are legal fiscal means but they aren't 

honored as legal tender by countries except El Salvador which means, these means hold value but cannot be used for 

the trade or purchase of goods yet. Finance Minister Nirmala Sitharaman clarified in an interview that since 

cryptocurrency isn't issued by a centralized authority it doesn't have the natural value that makes a currency respectable 

as a medium of exchange. So, cryptocurrency is an asset, not a currency. 

 

Feasibility of fiscal Deals 

        Conventional fiscal deals need several interposers besides the payee and the philanthropist of plutocrat similar 

as the fiscal institutions holding the bank accounts of both the parties, the platform used for the sale etc. All these 

players charge freights for furnishing their services making deals precious for guests. A lesser number of interposers 

involved in the sale process gives hackers more chances to steal sensitive particular information of people. fiscal deals 

over the internet involving cryptocurrencies be through a peer- to- peer network without any hindrance from a third 

party similar as a state or fiscal institution. With the help of Blockchain technology the sender and receiver freely do 

a fiscal sale. Elimination of interposers makes the transfer of cryptocurrency cost-effective and safer. The currency of 

any country remains valid through the pledge made by the central bank of that country. People trust the central bank 

to be a patron while making deals. This trust energies profitable conditioning. In the case of crypto deals, cryptographic 

evidence generated by advanced technology replaces the trust and eliminates the need for any centralized authority 

making the process fully decentralized. The decentralization of cryptocurrency makes it respectable to druggies across 

the web. The process is fully popular and transparent as every sale gets recorded and distributed through blockchain. 

The blockchain acts like a distributed tally system having all the records of every cryptocurrency stoner in law. Crypto 

deals involve public and private keys. The public key gets streamlined with each sale and the affiliated information 

like details of payee and receiver, quantum of sale etc. gets stored in the blockchain. The private key is unique for 

each stoner. All this information is secured by encryption. 

 

This is how the Indian crypto request is anticipated to shape up to be by 2047 

Crypto banks would crop with mindfulness and relinquishment being increased at this pace, utmost people would 

enjoy their cryptos by 2047. As of now, indeed though there are thousands of cryptocurrencies in the request, we still 

know and hold only a sprinkle of them, similar as Bitcoin and Ethereum, which have wide appeal. With utmost people 

holding their own crypto means, crypto banks would crop. The coming times would be critical for the total of the 

banking sector, and crypto banks might crop as licensed fiscal institutions. This script means that the bank could hold 

a rupee and crypto. Indeed, though these kinds of banks might sound new moment, they can let guests buy, vend, and 

hold crypto alongside a regular bank account. 

 

Crypto to be part of a portfolio of all investors 

As the fiscal assiduity evolves each time, new investors will start to consider the ramifications of investing in cryptos. 

Being a incipient request now, volatility is likely, but the volatility may sluggishly drop with further and further people 

coming on to crypto. Every investor might hold crypto as part of their portfolios, making this asset class for everyone. 

further transparent services 

Security has been a primary concern for numerous these days. Cryptocurrencies being erected on a blockchain 

structure can offer a safe and secure terrain for making deals. Cryptos erected on blockchain technology use a 

cryptographic hash so that each asset can be securely stored on the blockchain and tracked back while changing hands. 

Through such a terrain, translucency can be prioritized, minimizing the threat of fraud. 

 

Friendly crypto regulations will boost the frugality 

After introducing the crypto bill this time, India happens to be one of the most notable arising in the world. Indeed, 

though it could be grueling to achieve the dream of a$ 5 trillion frugality by 2024- 25 in the current profitable 

performance, crypto relinquishment could be a vital step toward Digital India. With numerous institutional investors 

around the globe entering the crypto request, this can also boost companies around India to look towards crypto. The 

way people started making digital payments recently, in the coming times, people are simply going to make payments 

in crypto across the globe with mindfulness around the crypto gaining instigation.  also indicates that the population 

below 30 recognizes crypto for its long- term value. 
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BLOCK CHAIN TECHNOLOGY IN ANDHRA PRADESH: 

        Cryptocurrencies have become a hot theme of discussion since last year and it has taken the world by storm. 

India too has got on the bandwagon, after which the Narendra Modi-led government had to intervene to curb 

cryptocurrencies in India. Though the government may have killed the cryptocurrency party in India but the 

blockchain technology did not fail to catch the fancy of the government. The blockchain technology started from the 

banking and finance sector. Last year, India’s first blockchain consortium, Bank-chain, was launched for banks. The 

blockchain bug has bitten state governments and private companies as well. State government and private firms are 

increasingly exploring blockchain for improved governance and ensuring transparency. 

 

Dealing with Land Fraudsters 

    Land ownership system is grappling under fraudsters and people often fear being duped with fake land certificates. 

Land records in most states date back to the colonial era. The disputes over titles often end up in courts. In fact, over 

66 percent of civil cases in India are property-related disputes. According to McKinsey Global Institute, distortion to 

India’s land markets is a barrier to faster growth, accounting for 1.3 percent of lost GDP growth every year. To deal 

with such crisis, the state government wanted to use the technology in managing land records first. Putting India’s 

land records on blockchain would help in reducing fraud, increase efficiency and in return boost economic growth. It 

will also lessen the administrative hassle of registration and title transfer. Once the data on lands or real estate 

transactions are on blockchain all the parties can involve can track the deal. The technology works by creating public 

ledgers of all the transactions, replacing a mass of overlapping records with a simple database. Partnership with Firms. 

In collaboration with a Sweden-based startup Chroma Way, AP government is building a ledger system tracking 

digital information that will allow people to collators property. 

 

To increase the efficiency further, it also partnered with a Visakhapatnam-based firm for dealing with land records. 

The state government has so far secured more than 1,00,000 land records through Zebi Data. will authenticate the 

credentials of users, allow them to access the records and give them a certificate. No one can tamper with the database. 

The buyers, too, can access relevant information on registering with their credentials 

 

Preventing Cyber Attacks 

      India was affected by ransomware attack WannaCry last year after the key markets within the country took huge 

hits. As a result, blockchain would make a huge difference in fostering secure transactions. The blockchain is the only 

trust protocol that guarantees the safety of all digital and financial assets. The main characteristic of the technology is 

the data cannot be modified after it is created as a result it can prevent and detect any form of tampering. AP is 

spearheading the revolution by embracing the technology. The state’s adoption of blockchain technology will help in 

securing the government data. The state is training police forces on blockchain technology through workshops to 

prevent cybercrime. 

 

To secure the data from ransomware or cyber-attacks, the state is establishing a research and development center for 

cryptocurrency in association with RC Bose Center for Cryptology and Security at the Indian Statistical Institute. 

Other initiatives also include specialized centers of excellence in collaboration with Thomson Reuters, Broadridge for 

blockchain. It is also working towards integrating its own e-governance program and securing its assets on blockchain 

by 2019. The State also plans to build the largest repository of blockchain use cases in transport, finance and digital 

security 

 

BLOCK CHAIN TECHNOLOGIES: 

  

1.   Public Blockchain. 

2. Private Blockchain. 

3. Hybrid Blockchain. 

4. Consortium Blockchain. 

 

 

 

      These are the various types of blockchains which are used to secure our transparency. 
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